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Abstract 

We have collected a testbed exceptionally selected remote 

framework to evaluate the All-Net off the cuff frameworks 

organization show. The testbed starting at now involves Four 

Raspberry Pi Z Wireless embedded systems and a Windows 

workstation, all using Wi-Fi improvised Independent basic Service 

Set mode. The Raspberry pi’s are placed in a order to such a 

degree, that each is simply prepared to talk with one pi before it 

and one pi after it in order. The testbed shows ponders that are 

seen, taking everything into account and increasingly vital delay to 

show up at contraptions that are progressively inaccessible. The 

electric current adjustment of All Net protocol show adequately 

sorts out messages. In particular, follow messages, which are sent 

with least need, are now and again passed on if standard data 

traffic from the All-Net arrange is allowed onto the testbed. System 

organize changes after some time, every so often permitting direct 

associations between structures that are ordinarily unable to pass 

on The test consolidates sound perspicacity examinations of 

testbed course of action victimization the Raspberry Pi, associate 

degreed an examination of the show of the All-Net shows that 

enhancements in the arrangement and execution. 

 

Keywords:  All-Net, Changeability, framework, investigation, 

Raspberry pi. 

 

1. Introduction 

Wireless Networks are being used in everyday life 

over the past few decades. They are getting improved 

each day. Without that technology and enhancements 

we cannot imagine the world that we live in today. 

For existing model we run various simulations for 

improving the network by studying the various 

parameters. The multiplication normally incorporates 

a degree of flexibility, as regularly as conceivable 

inside a kept space – the “skipping balls” model. To 

implement the Wireless Ad-Hoc network in real life 

we will be using Raspberry pi’s for the demonstration. 

The pi is a device with ARM contraption and Linux 

based operating system. 

 

 

Basically the pi is used for teaching purposes. It 

is a small computer system developed in the UK. It is 

widely used in so many applications as it is very 

portable and of low cost. There are many models of 

these Raspberry pi’s but only few have the 

connectivity facility. The latest released one is the 

Raspberry pi 4 which is of 3500/- in India. The 

cheapest one is the pi zero with is 1000/- in India. 

They come with different clock speed, frequency and 

Random Access Memory. For the External memory 

we have to use an external SD card. They can support 

up to 256GB. While Raspberry pi Z and ZH may 

support up to 128GB. We know that these are micro-

controllers they come with all the facilities on a single 

silicon chip. 



 

May-June 2020
 

ISSN: 0193-4120 Page No. 5149-5153 

 

 

5150 
Published by: The Mattingley Publishing Co., Inc. 

 
 

Figure 1: Raspberry Pi zero wireless 

 

The Raspberry pi Zero has been released in 2
nd

 month 

of 2016. This is the basic version and it does not have 

Wi-Fi and Bluetooth capabilities. Later in the 1
st
 

month of 2018 they have released the second version 

which has both built in Wi-Fi and Bluetooth. This is 

cheapest pi to have both Wi-Fi and Bluetooth built in 

together. The second version is called as Raspberry pi 

Zero WH. It comes with pre-soldered info/yield pins. 

In this Project we have utilized the use of All-

Net. This is mainly designed to support the low 

bandwidth communications, as text messages, over a 

range of technologies including Ad-Hoc network, 

Delay Tolerant network and the internet. For ex: if 

two pi’s are reachable to each other they can 

communicate easily. If both the pi’s are far from each 

other than All-Net provides communication over the 

longer distances using the Internet. This flexibility can 

be useful for emergencies and everyday situations. 

 

2. Literature Survey 

The equipment and low-level programming in 

numerous cell phones are equipped for versatile to-

portable correspondence, including specially 

appointed 802.11, Bluetooth, and psychological 

radios. We have begun to use this ability to give 

relational correspondence both over foundation 

arranges (the Internet), and over impromptu and 

postponement tolerant systems made out of the cell 

phones themselves. This system is decentralized as in 

it can work with no framework, yet takes bit of 

leeway of foundation associations when accessible. 

All relational correspondence is scrambled and 

validated so bundles might be conveyed by gadgets 

having a place with untrusted others. The 

decentralized model of security manufactures an 

adaptable trust organize over the interpersonal 

organization of imparting people. This informal 

organization can be utilized to organize bundles to or 

from people firmly related by the interpersonal 

organization. Different parcels are organized to 

support bundles prone to expend less system assets. 

Every gadget likewise has an approach that decides 

what number of bundles might be sent, with the 

objective of giving helpful relational interchanges 

utilizing all things considered 1% of some random 

asset on cell phones. One test in a completely 

decentralized system is directing. Our plan utilizes 

Rendezvous Points (RPs) and Distributed Hash Tables 

(DHTs) for conveyance over framework systems, and 

bounce constrained communicate and Delay Tolerant 

Networking (DTN) inside the remote specially 

appointed system. 

This paper exhibits a presentation assessment of 

the adaptable video spilling over portable impromptu 

systems. Specifically, we centre the rate-versatile 

technique for spilling adaptable video (H.264/SVC). 

For compelling adjustment another cross-layer 

directing convention is presented. This convention 

gives an effective calculation to accessible data 

transmission estimation. With this data, the video 

source alters its bit rate during the video transmission 

as indicated by the system state. We likewise propose 

a free recreation system that supports assessment 

reads for versatile video spilling. The re-enactment 

tests acted in this investigation include the 

transmission of SVC streams with Medium Grain 

Scalability (MGS) just as worldly versatility over 

various system situations. The outcomes uncover that 

the rate-versatile system dodges or lessen the 

blockage in MANETs acquiring a superior quality in 

the got recordings. Also, a genuine impromptu system 

was executed utilizing installed gadgets (Raspberry 

Pi) so as to evaluate the presentation of the proposed 

versatile transmission instrument in a genuine 

situation. Extra analyses were done before the 

execution with the point of portraying the remote 

medium and parcel misfortune profile. At long last, 

the proposed approach shows a significant decrease in 

vitality utilization, as the investigation uncovered. 

 

3. Objective 

This paper has a basic target to consider the showcase 

of an IEEE 802.11 MANET through a test and 

theoretical examination. The exploratory assessment 

remembers the relationship of the structure for the RPi 

and isolating the presentation through the going with 

estimations: Packet loss percent, Time taken, Standard 

deviation, Power Required for Transmission. The 

hypothetical evaluation consolidates the assessment of 

from start to finish concede cutoff focuses to various 

create topologies utilizing an efficient structure 

known as Network Calculus.  

These outcomes will enable us to pick the sound 

judgment of supporting the Vital Responder 2.0 

application in a MANET. We in like way have 

optional concentrations really taking shape of this 

paper. 

 Building an exhibiting ground of RPi related in 

remarkably appointed for improvement in the MAC 

protocols. 

 Building a framework structure, where GPS 

information of each in a MANET is given and the 

item will figure estimation of the openness among 

focus focuses and a potential sink. 
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4. Proposed Methodology 

In this project we will be using four Raspberry pi Zero 

WH for the demonstration. Using this we will be 

calculating Packet loss percent, Time taken, Standard 

deviation, Power Required for Transmission of 

packets. This project can be done in two ways: 

1. Debian Mode 

2. Manual Mode 

The main difference between these two modes is that 

in the debian mode once the ip is given it will be 

saved in editor so that we need not give or allot the ip 

every time we reboot the pi. In manual method for 

each time we login into the pi we have to give the pi 

its ip address. 

This method is more advanced and secure than 

the current existing method. The current existing 

method consists of Arduino board which is connected 

to Rf transmitter and within the limit another Arduino 

is connected with Rf receiver. The problem with this 

model is that the Arduino either transmit or receive 

the data one Arduino cannot perform both the 

operations. This lead to the discovery of next 

technology which is Mobile Ad-Hoc Network.  

During the introduction to the Mobile Ad-hoc 

Network they were very famous due to the speed of 

transmission of data and it is also a full duplex system 

which means it can transmit and receive the data at 

the same time. Later on due to high demand the 

disadvantages has been known with the system. Some 

of the disadvantages are it needs proper Infrastructure 

and handover is needed and there must be frequency 

handling. 

In the proposed system as we are using IEEE 

802.11 so the network has a dedicated service set ID 

and Cell Id due to which it ensures high Security of 

the information that is getting transmitted. These ID 

are of alphanumeric keys hence these cannot be 

tracked or hacked that much easily. That is the reason 

why we cannot track the calls that is done through the 

internet. The Frequency available is 2.4GHZ and 

5GHZ. The bit rates are also up to 11Mbps. There is a 

less chance of collision of the data due to which the 

transmission rate is also very high and packet loss is 

less. We are using Raspberry pi Zero WH in this 

project due to which it consumes less power for the 

transmission of data. 

The fig 3 represents the communication range 

setup in this setup the raspberry pi is connected to the 

system which as a server and the raspberry pi acts as a 

receiver and they are placed in a distance to 

demonstrate the testbed of the Ad-hoc network 

communication. The system is connected to pi using 

Ethernet cable or we can also use the Wi-Fi USB 

adapters which are available in the market. 

 

 

 
Figure 2: Block Diagram Representation 

 

Figure 3: Communication range Setup 

 
 

Figure 4: Flow chart Representation of project 
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5. Result Analysis 

We introduced Raspbian OS adaptation from 2015-

02-16, Then we set up the specially appointed system 

in two RPis by means of the Debian technique. With 

the RPi arranged in impromptu mode. 

 

 
 

Figure 5: Manual Method implementation and 

running the scan for other cells. 

 
 

Figure 6: ping response from one pi to another pi 

 
 

Figure  7: parameters of an Ad-Hoc network 

 
 

Figure 8: All-Net implementation with trace message 

 

In the fig 5 we have used the putty software to 

implement the project. We have used the Manual 

method due to which at each time of login we need to 

enter the channel number, frequency, IP address and 

netmask. 

In the fig 6 we tried to ping one raspberry pi A to 

raspberry pi B using the ping command. We can see 

the output in the diagram showing no of packets 

transmitted and received packet loss percentage, time 

taken for the packets to get delivered. We will also get 

the max deviation, min deviation and average 

deviation. 

In the fig 7 we have used the #iwconfigcommand 

which is used to give status of the current Ad-hoc 

network showing the network service set ID, 

Frequency of channel, Cell ID, Transmission power, 

Request to send threshold and Fragment threshold. 

In the fig 8 we have used the All-Net trace 

command which is used to trace the path of each and 

every system that is present in the same network. It 

can used along ping, traceroute options. 

All-Net trace is used to for both monitoring of 

performance and diagnosing the network. Mainly it is 

used to see whether a device is reachable in the 

network and check whether the device is able to 

receive the messages.  All-Net equity last analysis 

above be second-hand to call up a confession 

foreigner any device in the network. Looking for All-

Net establishment is prioritized and suspicion 

messages endeavour the reduced car-card importance, 

trace and approval messages may be delayed if traffic 

is present. The underpinning attention is a facet, 

obviation the sake of suspicion messages for 

retraction of comfort, and aside from guaranteeing the 

digress of trace messages are successfully delivered 

 

6. Conclusion and Future Work 

To conclude our experience with the paper, we have 

found that Raspberry pi Zero WH devices are useful 

for specialists. Indeed, even in the time of economical 

distributed computing, which give specialists access 

to huge quantities of virtual gadgets, the capacity to 

assemble a genuine remote testbed out of cheap and 

dependable gadgets with Wi-Fi and Bluetooth ability 

that Linux operating systems support has value for 

evaluation of finding new in the field of Wireless Ad-

hoc network communication. 

We also look forward to test the Raspberry pi 

Bluetooth capabilities and implementing the testbed 

using MAC protocols and using MATLAB script to 

simulate the behaviour of the popular routing 

protocols. 
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